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1
Decision/action requested

UDR functionality.
2
References
33.501 v.030
3
Rationale

If all UDM instances share the same UDR in the PLMN, SIDF is just requested for de-concealment. If the PLMN has multiple UDMs connected to different UDRs (with different subscriber sub-sets) a separate “privacy data” UDR may need to be introduced for this functionality and every UDM could have access to this UDR.

4
Detailed proposal

****************** Start of changes ******************
********* CHANGE 1

6.8.Y
“Privacy data” UDR

If the PLMN has multiple UDMs connected to different UDRs (with different subscriber sub-sets), a separate “privacy data” UDR may need to be introduced for this functionality and every UDM could have access to this UDR. Such a privacy data UDR may also allow the operator to manage a set of privacy related home network public/private key pairs. This UDR shall be accessible by every UDM. It holds at least all privacy related key identifiers and keeps track of the validity of the one or more public/private key pairs that the SIDF is allowed to use for processing the SUCI. Only valid key pairs shall be used by the SIDF, which needs to regularly synchronize with the privacy data UDR.
****************** End of changes ******************

